


ATTACHMENT 2
PRODUCT DEMONSTRATION EVALUATION CHECKLIST 
AUTOMATED INSTALLATION ENTRY-3 (AIE-3)

OFFEROR NAME:  _________________________________________________________________________________________
DEMONSTRATION DATE:  _______________________   DEMONSTRATION TIME:  _______________________________

	Number
	Requirement
	Met
	Not Met
	Remarks

	Enroll/Register Permanent Party User

	1
	The system shall be capable of reading information from a Common Access Card (CAC) and populating user registration data fields without the operator having to enter the information. 
	
	
	

	2
	The system shall return user data from matching Electronic Data Interchange Personal Identifier (EDIPI) and populate the registration data fields.
	
	
	

	Vet User Credentials

	3
	The system shall retrieve user EDIPI from the CAC and vet to Defense Enrollment Eligibility Reporting System (DEERS) (simulation).
	
	
	

	4
	The system shall continue with registration for personnel who receive a positive response from the vetting process.
	
	
	

	5
	The system shall at a minimum capture and store fingerprint, photo and Personal Identification Number (PIN) and signature as part of the registration process and store that information in the user Personal Information Record (PIR) (PIR is Contractor format). 
	
	
	

	6
	The system shall deny registration for personnel who receive a negative response from the vetting process and display the reason for denial. (simulation)
	
	
	

	Automated Access through an ACP Vehicle Lane

	7
	The system shall have the capability to read a Government-provided CAC or Teslin card at the vehicle lane, and automatically grant or deny access based on results of vetting to database.
	
	
	

	8
	The system shall display to the lane control guard and remote workstation on all entry sequences, a stored image of the driver from the registration database. 
	
	
	

	9
	The system shall read and display to the lane control guard and remote workstation on all entry sequences, an indication as to whether the individual credential presented matches that in the registration database and is valid. 
	
	
	

	10
	The system gate arm shall rise automatically and traffic light shall turn GREEN for drivers who are granted access and not rise, with the traffic light remaining RED, for those who are denied access.
	
	
	

	11
	The system shall have the capability to function with different configurations; Gate Arm up and Gate Arm down; Credential only, Credential plus Biometric.
	
	
	

	12
	The system shall have the capability to detect that a vehicle has cleared the lane before lowering the gate arm (vehicles to be simulated).
	
	
	

	Automated Access through an ACP Vehicle Lane using Selectable Lane Access Criteria at any FPCON Level

	13
	The system shall have the capability for an authorized security official to electronically configure the system to require varying combinations of identification for each threat condition or Force Protection Condition (FPCON) level. 
	
	
	

	14
	The system shall have the capability to read a CAC or Teslin card at the vehicle lane, query user for a PIN, compare PIN to PIN taken during registration, and grant or deny access based on results.
	
	
	

	15
	The system shall have the capability to read a CAC or Teslin card at the vehicle lane, query user for fingerprint scan, compare fingerprint to fingerprint taken during registration, and grant or deny access based on results.
	
	
	

	16
	The system shall display to the lane control guard and remote workstation on all entry sequences, a stored image of the driver from the registration database. 
	
	
	

	17
	The system shall read and display to the lane control guard and remote workstation on all entry sequences, an indication as to whether the individual credential presented matches that in the registration database and is valid. 
	
	
	

	18
	The system gate arm shall rise automatically and traffic light shall turn GREEN for drivers who are granted access and not rise, with the traffic light remaining RED, for those who are denied access.
	
	
	

	19
	The system shall have the capability to function with different configurations; Gate Arm up and Gate Arm down; Credential only, Credential plus Biometric.
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	The system shall have the capability to detect that a vehicle has cleared the lane before lowering the gate arm (vehicles to be simulated).
	
	
	

	Remotely Control ACP Vehicle Lane Operations

	21
	The system shall provide the capability for the Remote Monitoring Station workstation (simulated with secondary workstation) to monitor and control/override lane transactions. 
	
	
	

	22
	The system shall display to the lane control guard and remote workstation on all entry sequences, a stored image of the driver from the registration database. 
	
	
	

	23
	The system shall read and display to the lane control guard and remote workstation on all entry sequences, an indication as to whether the individual credential presented matches that in the registration database and is valid. 
	
	
	

	24
	The system gate arm shall rise automatically and traffic light shall turn GREEN for drivers who are granted access and not rise, with the traffic light remaining RED, for those who are denied access.
	
	
	

	25
	The system shall have the capability to detect that a vehicle has cleared the lane before lowering the gate arm (vehicles to be simulated).
	
	
	








